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Abstract of the contribution:  Normative Stage 1 service requirements for SMARTER (Rel-15) are under development by SA1 that require NextGen architecture support of Dynamic Policy Control, which is a mission-critical feature of vital importance to public safety.  Discussion is needed in SA2 to clarify the extent to which the ongoing NextGen architecture study supports this new feature and as part of information to be provided to SA1 regarding the priorities and timing for SA2’s NextGen (5G) architecture work.

1. Background
In S2-165477, SA1 informs SA2 of its recent undertaking of normative specification of SMARTER Stage 1 (service) requirements and desires if “… RAN and SA2 can update SA1 with the priorities and timing for your 5G work.”  This SA1 liaison statement provides the latest available version (V0.1.1) of the relevant Stage 1 specification, TS 22.261, titled “Service requirements for next generation new services and markets [TBD]; Stage 1 (Release 15)” [1].  

Included in [1] are normative service requirements for the Dynamic Policy Control feature:
6.8
Dynamic Policy Control

6.8.1
Description 

6.8.2
Requirements

The 3GPP system shall support the creation and enforcement of prioritisation policy for users and traffic, during connection setup and when connected.

NOTE:
Relative prioritization, pre-emption, and precedence of critical traffic associated with certain priority services (e.g., MPS and Emergency) are subject to regional/national regulatory and operator policies.

The 3GPP system shall support optimised signalling for prioritised users and traffic where such signalling is prioritized over other signalling traffic.

The 3GPP system shall allow flexible means to create and enforce relative priority among the different service flows by authorized users, as authorized by operator policy.

The 3GPP system shall allow real-time, dynamic, secure, limited interaction with the QoS and policy framework by authorized users in a manner that is controlled by operator policy.

It is noted that relevant material in the Stage 2 NextGen architecture study are provided in various clauses of TR 23.799 [2], including the following.
In 4.1 Architectural Requirements of [2], the list includes:
23
Support critical communications, including mission-critical communications.
In 5.10.2 Work Tasks for the Policy Framework key issue of [2], table 5.10.2.1 includes:
	Work Task ID
	Work Task(s)
	Work Task Description

	Policy_WT_#1
	Define overall non-roaming and roaming/interworking policy related framework for NextGen
	1.1
Define entities which constitute the policy related architecture and interfaces between those entities.
1.2
Which information accounts for policy decisions and which entities provide it?
1.3
How policy provisioning performed?

1.4
Which entities enforce policy decisions?

1.5
Decide on policy interactions, referring to the granularity and type of information provided by the policy function to the policy requesters.
NOTE 1:
The granularity of the policy information may be for example per PDU session or for a group of PDU sessions. Policy information for all PDU sessions may also be possible without policy interactions.

NOTE 2:
The type of policy information may be QoS, charging, usage monitoring, etc, depending on the outcome of other key issues. The policy decision and provisioning depends on specific type of required functionality (e.g. charging, usage monitoring etc.), Policy information may be predefined in the enforcement point or may be dynamically provisioned by the policy function.

NOTE 3:
The purpose of the enforcement of the policy related information depends on the outcome of other key issues.

NOTE 4:
The policy architecture will use the solutions' outcome from other key issues in TR 23.799. It may not be possible to fully progress but rather define a baseline framework to be enhanced as other key issues progress.

	Policy_WT_#2
	QoS information provided by the Policy Function
	2.1
Define whether the defined QoS related actions (e.g. redirection, bandwidth limitation, gating, priority/ preemption, resource management, etc.) are sufficient or not and establish policy enhancements as needed.

2.2
Define whether providers and enforcers of those QoS related actions are the same as in the existing policy framework and establish policy enhancements as needed.

NOTE 1:
This Work Task covers the QoS information that the Policy function provides, the granularity, the QoS information enforcers and the information flows. This depends on QoS key issue outcome. If needed, reference QoS framework key issue outcomes for new QoS related actions and define the source/destination for those actions. 


However, it is unclear regarding the extent to which the NextGen architecture supports or envisions support of the Dynamic Policy Control service requirements, which is a new Stage 1 mission-critical feature of vital importance to public safety.  For example, it is not clear in context of the NextGen study if a user as cited in the last service requirement cited above (i.e., the Stage 1 service requirement that a user be able to directly interact with the Stage 1 QoS and policy control framework) is able to directly interact with the Stage 2 policy function (e.g., in the context of NOTE 2 in the above table).  
In assessing the extent to which the NextGen study supports the Dynamic Policy Control feature particular consideration needs to be given to clause 6.10 (Solutions for Key Issue 10: Policy Framework) of [2], clause 6.2 (QoS Framework) of [2], clause 7 (Architecture(s) for the Next Generation System) of [2], and clause 8 (Conclusions) of [2].  Related considerations involve the extent to which (1) an application and/or external data network is able to directly interact with the Stage 1 QoS and policy control framework and (2) completion of the Policy Framework key issue is dependent on the completion of other NextGen key issues (e.g., see NOTEs in the above partial table). 
2. Proposals
Proposal 1. SA2 to discuss the extent to which the new Stage 1 normative service requirements for Dynamic Policy Control are supported as part of the “phase 1” development of the NextGen architecture.
Proposal 2. SA2 to discuss the extent to which the new Stage 1 normative service requirements for Dynamic Policy Control can be fully supported as part of the “phase 2” development of the NextGen architecture.
Proposal 3. SA2 to include the key aspects of these discussions in updating SA1 regarding the priorities and timing of SA2’s NextGen (5G) architecture work.  Absent contradictory information obtained in conducting Proposal 1 and Proposal 2, it is recommended to inform SA1 that SA2 NextGen architecture support of the Dynamic Policy Control feature will be addressed by SA2 in phase 2 of its NextGen study that will extend but is not expected to significantly modify the NextGen architecture specified by SA2 in phase 1.  In addition, SA2 recommends that SA1 additionally consult with relevant RAN working groups and other SA working groups concerning specification of the Dynamic Policy Control feature and requests that SA1 keep SA2 informed of refinements that it may make going forward in its Stage 1 specification of the Dynamic Policy Control feature.  
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